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Abstract 
The research discusses the nature of the relationship between security, sovereignty and 
cyberspace, as this tripartite relationship has aroused the interest of many politicians, 
theorists and practitioners, as cyberspace has made a qualitative leap in international 
relations and the concepts it carries, including security and sovereignty, made states 
between two things, the first: the need to protect their cyber security, and the second : 
Permission of cyber sovereignty by major cyber powers, so a research problem emerged, 
which is that the future of security and sovereignty of states in cyberspace is linked to their 
ability, capabilities and means to possess the necessary ingredients for protection, and 
that ability, capabilities and means made them aspire to more control and influence, so the 
prohibitions of realistic sovereignty of other weak or non-states were permitted. Cyber, and 
this is a real problem, the solution of which requires the development of a hypothesis 

and sovereignty of states increases cyber-security, and this increase in protection led to 
the emergence of major cyber powers that have violated the security and sovereignty of 

since international law has not codified the nature of international cyber interactions 
compared to what is codified in terms of technology Declarations on the ground, which 
appeared in the form of nodal and legal international agreements and treaties, which the 
major countries found cyber-opportunity to fortify their security and sovereignty and 
expand their influence internationally, and this is what called on the United States of 
America, China and Russia to form cyber alliances with regional cyber powers for 
expansion and global cyber control  
Keywords: Security, Sovereignty, Cyber space, Cyber security, Cyber sovereignty, Major 
cyber powers)  

 


